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在本文中我们展示了一种数据切割与重构方法，用这种方法将数据D分成n块，D可以由其中任何k块重建，但即使完全了解k–1块也绝对不会泄露任何关于数据D的信息。该技术可以构建密码系统的健壮密钥管理方案，即使当因为某些原因，破坏了一半的数据分块，并且安全漏洞暴露了除剩余分块中一个分块之外的所有分块时，该管理方案仍然可以安全可靠地运行。
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## 1.Introduction

在[4]中，Liu考虑了以下问题：

*11位科学家正在进行一项秘密计划。他们希望将文件锁在一个柜子里，这样当且仅当六个或更多的科学家在场时，柜子才能打开。需要的最小锁数是多少？每个科学家必须携带的锁的最少钥匙数量是多少？*

不难看出，最小的解决方案需要使用462把锁和每个科学家252把钥匙。这些数字显然是不切实际的，当科学家的数量增加时，它们会呈指数级增长。

本文将该问题推广到秘密是某个数据D的情形（例如，安全组合密码），并且允许非机械解决方案（其可操作这个数据）。我们的目标是以如下方式将D分成n个部分：

（1）任何k个或更多个分块的信息使得D易于计算;

（2）任何k- 1个或更少的分块的信息使得D完全不确定（从某种意义上说，取所有可能的值都是同样可能的）。

这种方案被称为（k，n）门限方案。

有效的门限方案在密钥管理中具有重要的意义。为了保护数据，我们可以对其进行加密，但为了保护加密密钥，我们需要不同的方法（进一步加密会改变问题，而不是解决问题）。最安全的密钥管理方案将密钥保存在一个单独的、受到严密保护的位置（计算机、人脑或保险箱）。这种方案是非常不可靠的，因为一旦这些机器或者人因为某些原因无法正常工作（计算机故障，人突然死亡，或机器被破坏），将使信息无法访问。一个明显的解决方案是在不同的位置存储密钥的多个副本，但这增加了密钥被安全漏洞泄露的危险（计算机渗透、背叛或人为错误）。通过使用的（k, n）门限方案，我们得到非常鲁棒的密钥管理方案：即使n个片段中的个片段被破坏，我们也可以恢复原始密钥，但即使安全漏洞暴露了剩余k个片段中的个片段，我们的对手也无法重建密钥。

在其他应用中，不需要在保密性和可靠性之间权衡，需要权衡的是安全性和使用方便性。例如，考虑一家对所有支票进行数字签名的公司（参见RSA [5]）。如果给每位高管一份公司的秘密签名密钥，这个系统虽然方便，但很容易被滥用。如果为了签署每一张支票，公司所有高管都要一起合作才能完成，那么该系统是安全但不方便的。标准的解决方案要求每次检查至少三个签名，并且很容易用（3，n）阈值方案实现。每个管理人员都有一张带有一个的小磁卡，公司的签名生成设备接受其中的任何三个，以便生成（稍后销毁）实际签名密钥D的临时副本。该设备不包含任何秘密信息，因此不需要保护其免受检查。如果有一个管理人员想要伪造公司的签名，那么他必须至少有两个同谋才能完成这个计划。

门限方案非常适合于一组相互怀疑、利益冲突的个体必须合作的应用。理想的情况是，我们希望合作建立在相互同意的基础上，但这一机制赋予每个成员的否决权可能使该团体的功能无法运行。通过适当地选择k和n参数，我们可以给予任何足够大的多数采取某种行动的权力，同时给予任何足够大的少数阻止它的权力。

## 2.一个简单的(k, n)门限方案

我们的方案基于多项式插值：给定2维平面中的k个点。对于不同的，存在且仅存在一个k - 1次多项式，使得对于所有，。在不失一般性的情况下，我们可以假设数据D是（或可以被制成）数字。为了将其分成多个部分，我们选取随机k-1次多项式,其中，并且计算：

给定这些值的k个元素的任何子集（连同它们的标识索引），我们可以通过插值来找到的系数，然后计算。另一方面，仅仅知道这些值中的k-1个是不足以计算D的。

为了使这一方案被更精确地描述，我们使用模算术代替真实的算术。以素数p为模的整数集合形成了一个域，在该域中可以进行多项式插值。给定一个整数值数据D，我们选择一个比D和n都大的素数p。从[0，p）中的整数上的均匀分布中随机选择系数，并且值以p为模计算。

现在让我们假设这n块中的k-1块被展示给敌手。对于[0，p）中的每个候选值，他可以构造一个且仅一个k-1次多项式，使得对于k-1个给定自变量，并且。通过这样的构造，这p个可能的多项式的可能性相等，因此敌手绝对不能推断出D的真实的值。

[1]和[3]中讨论了多项式求值和插值的有效算法，但即使是简单的二次算法对于实际的密钥管理方案也足够快。如果数据D很长，建议将其分成较短的位块（单独处理），以避免多精度算术运算。分块不能任意短，因为p的最小可用值是n + 1（在[0，p）中必须至少有n + 1个不同的参数来评估）。然而，这不是严格的限制，因为16位模数（其可以由便宜的16位算术单元处理）足以用于具有高达64000个分块的应用。

该（k，n）门限方案的一些有用性质（当与机械锁和钥匙解决方案相比时）是：

（1）每一块的大小不超过原始数据的大小。

（2）当k保持固定时，可以动态地添加或删除分块（例如，当管理者加入或离开公司时），而不影响其他分块。（只有当一位即将离职的管理者让它完全无法访问，甚至连他自己也无法访问时，才会删除这个数据块。）

（3）在不改变原始数据D的情况下，很容易改变分块--我们所需要的只是一个具有相同自由项的新多项式。这种类型的频繁改变可以极大地增强安全性，因为由安全漏洞暴露的片段不能被累积，除非它们都是多项式的相同版本的值。

（4）通过使用多项式值的元组作为块，我们可以得到一个分层方案，其中确定D所需的块的数量取决于它们的重要性。例如，如果我们给予公司总裁三个值，给每个副总裁两个q（x）值，给每个高管一个值，那么一个（3，n）门限方案使得支票可以由任意三个高管签署，或者由任意两个高管（其中一个是副总裁）签署，或者由总裁一个人签署。

最近，G.R. Blakley [2] 提出了一种不同的（效率稍低的）阈值方案。.
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